
GENERAL INFORMATION for the processing of 
personal data FOR VIDEOSURVEILLANCE 
SYSTEMS. 

ex art. 13 EU Regulation 679/2016 

 

1. Introduction 

According to Art. 13 - EU Regulation 679/2016 (GDPR), NOVA SYSTEMS S.r.l. informs that 

video surveillance equipment has been installed at its premises in S. Martino B.A. (VR), V.le del 

Lavoro n. 39/A. Appropriate signage warns users in transit of the presence of the cameras. For 

further information on the data processing by Nova Systems Services S.r.l., please refer to the 

privacy section of the website www.novasystems.it. 

2. Data Controller 

The data controller is Nova Systems S.r.l., V.le del Lavoro 39/a S. Martino B.A. (VR), VAT no. 

02639010236, mentioned below as "Data Controller" or "Company". 

Interested parties may exercise their rights towards the Controller by contacting him in the 

following methods: by postal service by writing to the addresses indicated above, by sending 

an e-mail to: privacy@novasystems.it, by telephone: +39 045 8788211. 

 

3. Nature and provision of data, purpose and legal basis for processing 

The personal data collected and processed through the video surveillance system are images 

of persons and things passing through the range of action of such systems. 

The system collects long-range images of access to the Company's area and is in 24-hour 

operation. Cameras are positioned outside the company premises to capture access and the 

premises perimeter. This data is processed exclusively for protecting people and property 

against possible aggression, theft, robbery, damage and vandalism. This processing falls 

within the cases of lawfulness provided for by GDPR Art. 6 for which no consent is required 

(legitimate interest of the Data Controller). 

4. Procedures and duration of processing and storage 

Data are collected in compliance with the principles of relevance, completeness and no excess 

in relation to the purposes for which they are processed. 

The images collected are managed according to the principles of lawfulness, correctness and 

transparency, as provided for by the law, also with the aid of computer and telematic tools 



suitable for storing and managing the data themselves and in any case in such a way as to 

guarantee their security and protect the utmost confidentiality of the data subject. 

The data are recorded and processed on computer systems located in the EU and are kept for 

7 days, after which they are deleted, except for special needs related to holidays or office or 

building closures or on specific order of the Judicial Authority or judicial police. 

 

5. Categories of persons to whom the data may be communicated or who may become 

aware of them in their capacity as Data Processors or Persons in Charge 

The images collected and recorded will be processed in compliance with the relevant 

legislation in force and in any case exclusively by authorised persons, who are trained in the 

processing and committed to confidentiality. 

The images collected and recorded may be communicated to Bodies and/or Institutions in all 

cases indicated by legal obligations and in cases where it is necessary to execute specific 

orders from the Judicial Authority or the Judicial Police. 

 

6. Rights of the Data Subject 

The data subject has the right to: 

request access to the data pursuant to Art.15 of the GDPR; 

request rectification of inaccurate data pursuant to Art. 16 of the GDPR; 

request deletion of data (right to be deleted) pursuant to Art.17 of the GDPR; 

request a restriction on the processing of the data pursuant to Article 18 of the GDPR; 

object to their processing according to Art.21 of the GDPR, in addition to the right to data 

portability expressed in Art.20 of the GDPR; 

revoke the consent to data processing previously expressed without affecting the lawfulness 

of the processing based on the consent given before revocation; 

to complain to the Supervisory Authority. 
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